
Cape Henlopen School District

Technology is used in the Cape Henlopen School District to support teaching and learning. Users of the District’s 
computers and networks and the Internet (Web, e-mail, chat, messaging and any other electronic devices including cell 
phones) are responsible for their actions. The use of technology in the District must be consistent with the academic 
goals of the school and the District. Access to the technology is given to the students who agree to act in a considerate 
manner and follow the Cape Henlopen School District Code of Conduct, the State of Delaware Acceptable Use Policy, 
and school rules when using the system. Computer files and network storage areas will be treated like student lockers. 
System administrators and school staff may monitor or review files and communications to maintain system integrity and 
ensure responsible system use. Violations may result in the loss of access as well as other disciplinary or legal action. 
NOTE: The District employs blocking and filtering measures to restrict access to material harmful to minors. 

Acceptable Uses Of Technology for Students:
• Using technology in the District in a manner consistent with the academic goals of the school and District.
• Accessing systems using only authorized usernames/passwords.

Unacceptable Uses of Technology for Students may include, but are not limited to the following, which may result in 
disciplinary or legal action:
• Harrassing, insulting, or attacking others
• Intentionally damaging computers, software, systems, or networks
• Revealing personal information or parents’ personal information such as addresses, telephone numbers, credit card
numbers, etc.
• Sending or displaying messages or pictures that are offensive
• Using obscene or profane language
• Violating copyright laws
• Using the network for illegal or commercial purposes, including “hacking” and other unauthorized access
• Using or bypassing another person’s username and password
• Trespassing in another’s folder, work, or files

Board Policy #100, Programs, Section 111:Technology Protection Measure and Internet Safety Policy 
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As a parent or legal guardian of the student signing below, I grant permission for my child to access District 
technology services including e-mail and the Internet. I understand that individuals and families may be held 
liable for violations. I understand that some material on the Internet may be objectionable, but I accept 
responsibility for the guidance of Internet use-setting and conveying standards for my child to follow when 
selecting, sharing, or exploring information. This agreement applies until the end of the current school year.

Student Signature Parent Signature

Student Name (first and last) School Attending

Homeroom Teacher Date

The Cape Henlopen School District is an equal opportunity employer and does not discriminate on the basis of race, color, creed, religion, gender (including pregnancy, childbirth and related medical 
conditions), national origin, citizenship or ancestry, age, disability, marital status, veteran status, genetic information, sexual orientation, or gender identity, against victims of domestic violence, sexual 
offenses, or stalking, or upon any other categories protected by federal, state, or local law.  Ned Gladfelter, Employee/Student Compliance Officer: OCR/Title IX/504 Office of Human Resources; 
LouAnn Hudson, Student 504 Compliance Officer, 1270 Kings Highway, Lewes, DE 19958.
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